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# introdução

Devido à utilização da Internet nos mais diversos ambientes, a responsabilidade do administrador de ter o controle sobre o que acontece aos recursos e informações da rede aumentou. Todas as questões relacionadas a usuários, garantir a segurança do sistema e evitar abusos está ligada diretamente ao monitoramento.

Desde modo, a segurança tem se tornado cada vez mais importante, isso porque as ferramentas de captura de trafego e exploração de vulnerabilidades estão cada vez mais avançadas. Como alternativa para manter a segurança do sistema são usadas ferramentas de proteção como *Firewall* e *Proxy*, mas aliado a essas ferramentas o administrador precisar manter-se atualizado de possíveis falhas e atividades suspeitas na rede, e isso é possível através dos *logs* de acesso.

*Logs* são arquivos no formato de texto onde a maioria dos serviços executados registra suas atividades. A capacidade de analisar *logs* possibilita o monitoramento de atividades e futuras observações. Assim, os *logs* também servem como meio de prevenção. Estes arquivos possuem um tamanho relativamente grande o que o torna inviável a análise de forma manual.

O objetivo desse trabalho é desenvolver uma ferramenta para auxiliar na análise de *logs* gerados pela plataforma Mikrotik, com a possibilidade de interagir com registros de serviços distintos e a centralização em um banco de dados. Através disso podem-se apresentar os dados de forma clara e prática.

## Objetivo Geral

Desenvolver uma aplicação capaz de ler e analisar os arquivos de *log* do sistema embarcado RouterOS da MikrotikLtd.

## Objetivos Específicos

* Planejar o armazenamento dos arquivos de *log* em um servidor com recursos computacionais eficientes;
* Planejar uma aplicação capaz de ler os arquivos de *log*;
* Desenvolver uma ferramenta de análise de *logs* capaz de filtrá-los de acordo com a necessidade requerida e mostrá-los;
* Demonstrar os resultados adquiridos;

## JUSTIFICATIVA

A análise de *logs* de acesso de um sistema permite identificar, para cada tema, o volume de acessos, perfil dos usuários, temas mais consultados, além de garantir a segurança do sistema, pois registram todas as informações e eventos que forem detectados. Os arquivos de *log* podem ser um meio eficiente de analisar incidentes e peculiaridades.

No sistema RouterOS operante nos produtos Mikrotik existe a ferramenta de geração de log, porém as placas chamadas RouterBoards (que são o hardware do sistema da Mikrotik) não possuem memória suficiente para armazenar muito conteúdo, sendo assim a segurança e a auditoria ficam comprometidas.

Encontra-se também dificuldade em ler os arquivos de *log* gerados pelo sistema RouterOS. Não existe nenhuma aplicação especifica que auxilie na análise de dados gerados pelo sistema em interesse.

Por tanto, justifica-se o presente trabalho, dada a importância dos arquivos de *log*.

# REVISÃO BIBLIOGRÁFICA

Nessa seção será abordado toda a teoria necessária para o entendimento sobre segurança da informação, sistemas de registros de eventos, também detalhes de seu funcionamento e sua importância dentro da tecnologia da informação.

## SISTEMAS DE INFORMAÇÃO

É um conjunto de componentes, dados ou pessoas que estão inter-relacionados e são capazes de processar, armazenar e disseminar informações a todo tipo de ativo, essas informações são usadas para coordenação, controle e até fornecer apoio à tomada de decisões dentro de uma organização.

Sistemas de Informação são todos os sistemas que produzem ou geram informações, que são dados trabalhados (ou com valor atribuído ou agregado a eles) para execução de ações e para auxiliar processos de tomada de decisões. (REZENDE, 2005, p. 21)

Um sistema de informação podem conter dados referentes a qualquer tipo de coisa, podem ser dados de pessoas, locais, documentos, etc. Um exemplo são os dados armazenados em um sistema bancário, nele serão encontrado informações pessoais, endereços, número de contas, senhas e até o saldo.

Levando em conta que toda a informação é crucial para a organização e hoje em dia o mundo está totalmente ligado a tecnologia dá-se um grande enfoque na segurança da informação.

## segurança da informação

A área de segurança de rede atua de modo em que “vilões” e possíveis ataques sejam defendidos ou evitados.

Como relata Ferreira (2003, p. 1) “A informação é um ativo que, como qualquer outro ativo importante, tem um valor para a organização e, consequentemente, necessita ser adequadamente protegido”.

Como a frequência e a variedade de ameaças são incontáveis a segurança e gerenciamento da rede torna-se atualmente um assunto muito focado e importante.

### Objetivos da Segurança da Informação

A informação é de fato um dos maiores bens de um negócio, é a partir dela que se sabe tudo o que acontece e poderá acontecer, no caso ao usar processos de apoio à decisão baseado em informação. Por ser um recurso crucial para a sobrevivência de organizações, todos os ativos que trabalham com informações devem ser mantidos seguros.

## REDEs

## GERENCIAMENTO DE REDE

Usinas de energia elétrica possuem uma sala de controle onde existem diversos mostradores, medidores, *leds*, tudo isso para que o administrador possa monitorar o seu funcionamento. Em uma rede também partimos desse princípio, porém, para descobrir algum problema iminente o operador deve analisar os dados gerados a partir de seus equipamentos.

O objetivo da Gerência de Redes é monitorar e controlar os elementos da rede (sejam eles físicos ou lógicos), assegurando certo nível de qualidade de serviço. Para realizar esta tarefa, os gerentes de redes são geralmente auxiliados por um sistema de gerência de redes. Um sistema de gerência de rede pode ser definido como uma coleção de ferramentas integradas para a monitoração e controle da rede. Este sistema oferece uma interface única, com informações sobre a rede e pode oferecer também um conjunto poderoso e amigável de comandos que são usados para executar quase todas as tarefas da gerência da rede. (STALLINGS, 1998 apud SUAVÉ; LOPES; NICOLLETTI, 2003, p. 25).

No início das redes de computadores, onde não era utilizado por milhares ou milhões de pessoas, o gerenciamento da rede era prático, com realizações de alguns testes ou o reinicio dos equipamentos. Hoje com a tecnologia em alta e com grandes estruturas de redes, viu-se necessário gerenciar todos os equipamentos de modo eficiente.

Dentro deste contexto, COSTA (2008, p. 6) afirma:

Ter um ambiente mapeado e monitorado é fundamental para o processo de crescimento de uma empresa, já está mais do que comprovado que com um ambiente de T.I bem planejado seu negócio tem chances de dar certo, mesmo para as empresas em que o principal foco seja T.I, pois todos dependem hoje da Internet e dos serviços que ela disponibiliza.

A gerência de rede tem o apoio dos registros de atividade gerados pelos seus equipamentos, esses registros chamados *logs*, dão a possibilidade de tomar medidas preventivas e corretivas para o bom andamento da rede.

## sistemas de registros de eventos

Segundo Neto (2003) um evento é algum fato que possa gerar sensação e, por isso, ser motivo de notícia. Descrevendo mais a fundo, um fato é algo que acontece, tem datas e horários de início e fim.

Sistema de registros de eventos também chamados de *logs* tem como objetivo proporcionar uma “radiografia” completa do funcionamento de um processo, programa, hardware, entre outros.

Os logs de acesso e atividade são importantes para a administração da segurança de redes e sistema, pois registram informações sobre seu funcionamento e sobre eventos por eles detectados. Muitas vezes, os logs são o único recurso que um administrador possui para descobrir as causas de um problema. (FERREIRA, 2003, p. 56)

Os *logs* podem ficar armazenados em arquivos, em base de dados ou na memória do computador. Normalmente os logs são armazenados na mesma máquina em que são gerados, porém, isso possui alguns riscos. Um desses riscos é que em caso de invasão os *logs* podem ser destruídos. Um meio de contornar isso é a criação de um *loghost*, que é um sistema dedicado a coleta e armazenamento de *logs* de outros equipamentos e sistemas da rede.

Segundo o Centro de Estudos, Resposta e Tratamentos de Incidentes de Segurança no Brasil (2012):

A partir da análise de *logs* pode ser capaz de:

* Detectar o uso indevido de um computador, de um usuário tentando acessar arquivos de outro usuário do sistema;
* Detectar um ataque, como de força bruta ou a exploração de vulnerabilidade;
* Rastrear (auditar) as ações executadas por um usuário em um computador, como programas utilizados, comandos executados e tempo de uso do sistema;
* Detectar problemas de hardware ou nos programas e serviços instalados no computador.

Baseado nessas informações o administrador da rede pode tomar medidas preventivas para evitar que um futuro problema ocorra, como:

* Se um atacante estiver tentando explorar alguma vulnerabilidade, pode-se verificar se as medidas preventivas já foram aplicadas e tentar evitar que o ataque ocorra;
* Se não for possível evitar um ataque, os *logs* podem permitir que as ações executadas pelo atacante sejam rastreadas, como arquivos alterados e informações acessadas.

*Logs* são essenciais para notificações de incidentes, pois permitem que diversas informações importantes sejam detectadas, como por exemplo: a data e o horário em que uma determinada atividade ocorreu, o fuso horário do *log*, o endereço IP de origem da atividade, as portas envolvidas, o protocolo utilizado no ataque (TCP, UDP, ICMP, etc.), os dados completos que foram enviados para o computador ou rede e o resultado da atividade (se ela ocorreu com sucesso ou não).(CERT.BR, 2012)

## SYSLOG

Syslog é um padrão criado pela comunidade internacional IETF (*Internet EngineeringTask Force)* para transmissão de logs via rede. Seu funcionamento é simples, o equipamento configurado com suporte ao Syslog envia uma mensagem de texto (com menos de 1024 bytes) para um servidor remoto (syslogd) que fará o armazenamento do texto.

O Syslog é muito utilizado para o gerenciamento da rede e também para auditorias de segurança. Suportado por diversas plataformas e sistemas, assim como no Linux e seus derivados.

Desenvolvido na década de 1980 por Eric Allman, inicialmente era um parte do projeto do *SendMail*, porém viu-se que era um aplicação de tamanha importância que mais tarde acabou se tornando a solução de registro padrão do Unix, ainda também houve adições do Syslog em roteadores e outros equipamentos de rede.

Visto que de fato o Syslog era uma ferramenta ótima o IETF criou como sendo um protocolo na documentação descritiva de padrões de protocolos RFC 3164, logo mais tarde com algumas alterações surgiu o RFC 5424.

## MIKROTIK

Mikrotik é uma empresa da Letônia que desenvolve softwares e hardwares para Gerenciamento de Redes e para Provedores de Internet. Seu principal produto é o sistema operacional baseado em Linux chamado MikrotikRouterOSEVERYBODYou apenas RouterOS.

Seu Sistema Operacional pode ser instalados nos *hadwares* proprietários chamados de RouterBoards ou em um computador de arquitetura x86.

Inicialmente seus produtos eram projetados para provedores de pequeno porte, hoje já oferece equipamentos para grande escala e produtividade.

Todas essas funções a seguir podem ser encontradas em produtos Mikrotik:

* Roteador dedicado;
* Bridge com filtros em layer2;
* Firewall com layer7 e diversos filtros;
* Controle de velocidade, garantia de banda, burst, hierarquia e disciplinas de filas;
* Ponto de Acesso Wireless em modo 802.11 e proprietário, cliente wireless, WDS, NSTREME, NSTREME Dual;
* Concentrado PPPoE, PPtP, IPSeC, L2TP, etc;
* Roteador de borda;
* Hotspot com gerenciamento de usuários;
* Recursos de Bonding, VRRP, etc;
* Linguagem avançada de scripts;
* Roteamento com OSPF, MPLS, BGP, etc;
* Ferramentas: watchdog, badwidth test, toch, syslog.

(MEDIAWIKI, 2014)

## SENCHA EXT JS

Sencha EXT JS é um conjunto de bibliotecas *JavaScript* para desenvolver aplicativos para internet. Ele combina recursos de HTML5, *JavaScript* e CSS3 para permitir a criação de aplicações web ricas e com uma interface similar a sistemas desktop, o que facilita o seu uso.

Criado em 2006 por Jack Slocum evoluiu rapidamente devido ào apoio da comunidade de colaboradores.

O EXT JS hoje mantido pela empresa Sencha é encontrado em duas versões, sendo a versão com licença para uso comercial e a versão com licença *open-source* (GPL v3).

Com esse *framework* é possível fazer o desenvolvimento *front-end* da aplicação e de forma prática integrar o *back-end* (servidor), que pode ser qualquer um que trabalhe com requisições Ajax, como por exemplo: PHP, Strunts, Spring, v-raptor, Rails, Python, ASP.NET.

## ARQUITETURA DE SOFtware

Para trabalhar com o tamanho e a complexidade de sistemas os engenheiros de softwares usam princípios e métodos elaborados para manter a disciplina e obter resultados de qualidade dentro do desenvolvimento de softwares. Esses métodos são parte da Arquitetura de Software

Com base em discussões realizadas no Software Engineering Institute da Carnegie Mellon University, David Garlan e Dawayne Perry (Garlan, 1995) definiram arquitetura de software como:

“A estrutura dos componentes de um programas/sistema, seus inter-relacionamentos, princípios e diretrizes guiando o projeto e evolução ao longo do tempo.”

E completando, Pressmann (2006, p. 443) descreve a arquitetura de uma aplicação Web como uma infraestrutura que possibilite o sistema atingir objetivos de negócio.

Existem várias arquiteturas que podem ser usadas, no entanto, o autor acima citado sugere que seja usada uma arquitetura em três camadas nomeada MVC (Modelo, Visão e Controlador).

### Arquitetura MVC

O MVC, *Model*, *View* e *Controller* (Modelo, Visão e Controlador) separa a aplicação em três segmentos lógicos, onde cada um tem uma responsabilidade. O núcleo do *framework* é responsável por fazer a comunicação entre estes segmentos.

A arquitetura MVC pode ser utilizada no projeto e na implementação de sistemas iterativos oferecendo a vantagem da modularidade, o que possibilita tanto ajudar o desenvolvimento conceitual das aplicações quanto permitir que partes já desenvolvidas para uma aplicação possam ser reutilizadas em uma nova aplicação. (MENDES, 2003, p. 134).

#### Model – Camada de Abstração de Dados

A camada denominada *Model* (Modelo) gerencia o comportamento e os dados da aplicação. Responde a pedidos de informação (geralmente das *views*) e responde às instruções para a mudança de estados (geralmente dos *controllers*).

#### View – Camada de Apresentação

A camada *View* (Visão) é responsável por renderizar (formatar e gerar interfaces) as informações recebida dos controladores e modelos e apresentar o resultado (HTML) ao visitante do site. São as *Views* que fornecem formulários, tabelas, campos, botões e todos os demais componentes visuais.

É importante ressaltar que as telas devem ser livres de toda logica de negócio/programação (nela deve ter apenas a parta básica para impressão de dados nas marcações HTML). Qualquer interação com a camada Modelo (*Model*) deve ser delegada para a camada do *Controller*, esta que vai invocar e repassar os dados para a *View* adequada, mantendo a parte visual desacoplada da lógica da aplicação.

#### Controller – Camada de Negócios

Os controladores, como o próprio nome sugere, controlam a aplicação. As regras de negócio são definidas principalmente nos controladores. Eles processam os pedidos, manipulam os modelos ou até mesmo outro controlador.

O *Controller* trabalha com as requisições web, dados de formulário, pedido de informações ao *Model* e reenviando ao *Model* todas as informações a serem salvas no banco de dados por exemplo.

Na arquitetura MVC, o componente *controller* comunica-se diretamente com os componentes da *view* e *model*. Uma ilustração da arquitetura MVC é dada na Figura 1.

![http://arquivo.devmedia.com.br/artigos/Higor_Medeiros/IntroducaoMVC/IntroducaoMVC02.jpg](data:image/jpeg;base64,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)

Figura 1

## BANCO DE DADOS

Bando de dados é definido por um conjunto de dados gravados em uma mídia apropriada, organizados em coleções que se relacionam entre si e representam algo que tenha sentido. Quem permite manusear estes dados é o Sistema Gerenciador de Banco de Dados (SGBD).

O SGBD permite construir e manter um banco de dados, possibilitando ao profissional responsável por essa área a alteração da estrutura existe, a criação de novas estruturas, execução de teste, back-up e restauração de dados, analise de performance, entre outras ações. Alguns exemplos de SGBDs disponíveis no mercado: Interbase, SQL Server, MS Access, MySQL, FireBird, Oracle.

### MySQL

O MySQL surgiu da necessidade de controlar a conexão e as tabelas criadas com a linguagem SQL (*Structured Query Language*), pois a ferramenta que era utilizada não era eficiente.

Por volta de 1979 Michael Widenius na companhia suíça TcX criou um banco de dados chamado UNIREG, porém ao decorrer do projeto percebeu que seu banco não era tão eficiente e recorreu a outro sistema, o mSQL, que por sua vez era ainda inferior ao UNIREG. Foi nesse ponto que surgiu a ideia de unir os dois bancos de dados. Utilizando a estrutura e API´s de ambos os bancos nascia a primeira versão do MySQL no ano de 1995.

O MySQL utiliza a linguagem SQL, que é a linguagem padrão para acessar SGBD relacionais. A SQL é utilizada para armazenar e recuperar dados a partir do bando de dados.

O MySQL além de ser um banco de dados é um SGBD relacional multiencadeado, de código fonte aberto e de nível corporativo.

Os principais motivos para o uso do MySQL na elaboração do sistema em foco são:

* Alto Desempenho;
* Baixo Custo;
* Facilidade de Uso;
* Portabilidade;

## PHP

# 

# CONCLUSÃO

Os estudos realizados em cima de deste trabalho, oferecem vasto conhecimento sobre tais ferramentas, que notavelmente são de grande importância para a programação de computadores.

Por esse motivo conhecer essa base dará mais flexibilidade e auxilio para o futuro, tanto para as próximas partes a serem estudadas quanto no desenvolvimento deste projeto.
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